Connessione alla rete UNIRSM - con Windows 10

1. dalla barra di ricerca, digitare e avviare il "Pannello di controllo”

2. selezionare "Rete e Internet" > "Centro connessioni di rete e condivisione" > "Configura nuova

connessione o rete" > "Connetti manualmente a una rete wireless" e premere il tasto "Avanti"

3. inserire i seguenti parametri, come illustrato in figura:
"Nome di rete": UNIRSM
"Tipo di sicurezza": WPA2-Enterprise

& WF Connetti manualmente a una rete wireless

Immettere le informazioni relative alla rete wireless che si desidera aggiungere

Nome di rete: [ UNIRSM | -4—_
Tipo di sicurezza: WPA2-Enterprise | h

Tipe di crittografia: AES

Chiave di sicurezza: Mascondi caratteri

Avvia questa connessione automaticamente

[] Connetti anche se la rete non sta trasmettendo

Awvise: |a selezione di questa opziene potrebbe compromettere la privacy del computer,

4. proseguire con "Avanti" > "Cambia impostazioni di connessione" > seleziona la scheda “Sicurezza”

5. premere il tasto "Impostazioni"

UMNIRSM - Proprietd rete wireless >
Connessione  SICUrezza -‘
Tipo di sicurezza: WPA2-Enterprise ~
Tipo di crittografia; .AES =

Scegliere un metodo di autenticazione di rete:
jMicrosoFt: PEAP (Protected EAP) ~ | | Impostazioni

Memorizza credenziali per la connessione a ogni
ACCESS0

Impostazioni avanzate




6. deselezionare “Verifica I'identita del server mediante convalida del certificato”

clicca “Ok” per tornare alla schermata precedente”

Proprietd PEAP *

Per la connessione:

[ verifica lidentita del server mediante convalida del certificato

Connetti ai server seguenti (esempi: srv 1;srv2;, =\ srv3\.com):

attendibili;
[l A ctalis Authentication Root CA
[] addTrust External CA Root
[] Baltimore CyberTrust Root

[ certum ca

[ certum Trusted Network CA
[] class 3 Public Primary Certification Authority

[] bCo1-5C.unirsm.sm w
< >

Auboritd di certificazione radic

Motifiche prima della connessione:

Informa utente se non & possibile verificare identita del server

Selezionare il metodo di autenticazione:
|Password protetta (EAPSMSCHAP v2) v| | configura... |

Abilita riconnessione rapida
Disconnetti se il server non presenta TLV di cryptobinding
[[]Consenti privacy identitd

7. premere il tasto "Impostazioni avanzate" > "Specificare la modalita di autenticazione", selezionare

"Autenticazione utente" e premere "Salva credenziali";

Impostazioni avanzate x

Impostazioni 802.1X  Impostazioni 802,11
Spedficare la modalita di autenticazione:
| Autenticazione utente | | Salva credenziali |

Elimina credenziali per tutt gli utent

[ ] attiva Single Sign-On per la rete

Ezegui immediatamente prima dell'accesso utente

Esequi immediatamente dopo l'accesso utente

8. inserire le proprie credenziali di ateneo (quelle della posta elettronica, accesso ai PC, etc.)
Una volta inseriti i dati cliccate su “Ok”

Premendo poi “Ok” anche nelle finestre precedenti
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